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This paper presents an abstract model of a service mesh and a protocol
for interservice communications, which uses ABE for authorization and
confidentiality of the messages. In order to solve the problems of interser-
vice interaction in this highly dynamic environment, an additional software
infrastructure layer called service mesh is introduced. Service mesh mech-
anisms are responsible for: load balancing, processing of network requests,
service discovery, authentication, authorization, etc. It is possible to solve
these problems with Attribute-based encryption (ABE) methods. This layer
provides a single point of interaction with the network for each service.
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The graphs of daily downloads are highly non-homogeneous with long peri-
ods of low activity interrupted by bursts of heavy traffic. We analyze access
statistics of several popular webpages for a period of several years. We ex-
trapolate these findings to construct a model of the entire web. In this
regime, the most interesting webpages are in a near-critical state, with a
power law distribution of traffic intensity. According to the model, the com-
petition between webpages for viewers pushes the web into a self-organized
critical state. These bursts are due to avalanches of blog entries, referring
to the page.


